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ABSTRACT 
Big data is a term for data sets that are so large or complex that traditional data processing application 

software is inadequate to deal with them. Challenges include capture, storage, analysis, data curation, 

search, sharing, transfer, visualization, querying, updating and information privacy. The term "big data" often 

refers simply to the use of predictive analytics, user behavior analytics, or certain other advanced data analytics 

methods that extract value from data, and seldom to a particular size of data set. "There is little doubt that the 

quantities of data now available are indeed large, but that’s not the most relevant characteristic of this new data 

ecosystem. 
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INTRODUCTION 

Cloud computing can put a huge load on a business's network. Organisations need to ensure network access 

from the user's browser on the local area network (LAN), to a cloud-based datacentre across on the public 

internet are fit for purpose. 

Broadhead warns another potential problem is at the back-end system. "If the servers are virtualised (which they 

probably are) there are further potential performance limitations, depending on the capabilities of the servers 

themselves, the design of the back-end and what bandwidth is available to each virtual server." 

Cloud computing is important for the today’s demanding business requirements. The cloud computing concept, 

with its salient features, and the three Cloud Service delivery models are explained here. The three cloud 

delivery models of Software as a Service (SaaS), Platform as a service (PaaS) and Infrastructure as a Service 

(IaaS) are explored with their Inter-dependencies and performance considerations. Cloud adoption in the 

business has performance obstacles, and suggestions to overcome these obstacles are provided while suggesting 

performance consideerations for the three cloud delivery models.  
Class of service 

 NetEvidence sells a tool called Highlight, which tells a business what is happening on their networks and the 

applications they run and the services they buy. "When preparing a network for the cloud, you have to ensure 

the network is capable of supporting what you want to do. In cloud computing your area is a lot more sensitive 

to network performance," he says. "The obvious problem is bandwidth, but different types of services needs 

different levels of performance. Voice requires a different type of traffic, there is a latency issue and jitter. 

Consistency of network performance is important." 

People put a lot of focus on the LAN and their connections to their other offices. He said: "On the WAN, we 

find in an alarming number of cases, an organisation can specify classes of services to determine priorities of 

service, ie how much high priority traffic. These pipes are set up but no one has put traffic in the right class of 

service.  
In the cloud, everything is dynamic. Akamai uses web optimisation to optimise the HTML file such as making 

Javascript run on the server, to reduce round trips between the browser on a user's PC and the server. A dynamic 

application comprises HTML, Javascript and images. Akamai can prefetch the objects. He says that Akamai 

aims to deliver content within two seconds, wherever in the world the user is located. 
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                                                   Figure 1: Eucalyptus Cluster Architecture 

 

 
Eucalyptus Fundamental 

 
ARCHITECTURE 
Components of Eucalyptus: 
1. Cluster Controller (CC) Cluster Controller manages the one or more Node controller and responsible for 

deploying and managing instances on them. It communicates with Node Controller and Cloud Controller 

simultaneously. CC also manages the networking for the running instances under certain types of networking 

modes available in Eucalyptus. 

2. Cloud Controller (CLC) Cloud Controller is front end for the entire ecosystem. CLC provides an Amazon 

EC2/S3 compliant web services interface to the client tools on one side and interacts with the rest of the 

components of the Eucalyptus infrastructure on the other side. 

3. Node Controller (NC) It is the basic component for Nodes. Node controller maintains the life cycle of the 

instances running on each nodes. Node Controller interacts with the OS, hypervisor and the Cluster Controller 

simultaneously. 

4. Walrus Storage Controller (WS3) Walrus Storage Controller is a simple file storage system. WS3 stores the 

the machine images and snapshots. It also stores and serves files using S3 APIs. 

5. Storage Controller (SC) Allows the creation of snapshots of volumes. It provides persistent block storage 

over AoE or iSCSI to the instances. 

 
IOT: Internet Of Things: The Internet of Things (IoT) is defined as a paradigm in which objects equipped 

with sensors, actuators, and processors communicate with each other to serve a meaningful purpose. In this 

paper, we survey state-of-the-art methods, protocols, and applications in this new emerging area. This survey 

paper proposes a novel taxonomy for IoT technologies, highlights some of the most important technologies, and 

profiles some applications that have the potential to make a striking difference in human life, especially for the 

differently abled and the elderly. As compared to similar survey papers in the area, this paper is far more 

comprehensive in its coverage and exhaustively covers most major technologies spanning from sensors to 

applications. 

http://www.ijesrt.com/
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The most basic architecture is a three-layer architecture [3–5] as shown in Figure 1. It was introduced in the 

early stages of research in this area. It has three layers, namely, the perception, network, and application 

layers.(i)The perception layer is the physical layer, which has sensors for sensing and gathering information 

about the environment. It senses some physical parameters or identifies other smart objects in the 

environment.(ii)The network layer is responsible for connecting to other smart things, network devices, and 

servers. Its features are also used for transmitting and processing sensor data.(iii)The application layer is 

responsible for delivering application specific services to the user. It defines various applications in which the 

Internet of Things can be deployed, for example, smart homes, smart cities, and smart health. 

function of the remaining three layers.(i)The transport layer transfers the sensor data from the perception layer 

to the processing layer and vice versa through networks such as wireless, 3G, LAN, Bluetooth, RFID, and NFC 

.(ii)The processing layer is also known as the middleware layer. It stores, analyzes, and processes huge amounts 

of data that comes from the transport layer. It can manage and provide a diverse set of services to the lower 

layers. It employs many technologies such as databases, cloud computing, and big data processing 

modules.(iii)The business layer manages the whole IoT system, including applications, business and profit 

models, and users’ privacy. The business layer is out of the scope of this paper. Hence, we do not discuss it 

further. 

 

 
 
 
Hadoop: Hadoop is a software framework which is used to processing the large data sets in a distributed 

computing environment [2]. Hadoop is a software where applications are fragmented and these fragmented files 

are called blocks. These blocks are executed parallel using cluster machines. Hadoop consists of main two 

components HDFS and Map Reduce. 
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Hadoop includes a fault-tolerant storage called the Hadoop Distributed File System (HDFS). HDFS is a capable 

to handle large amount of data without losing it [2]. Hadoop creates clusters of machines and coordinates work 

among them. Clusters can be built with inexpensive computers. If any cluster is fail Hadoop can-not stop work 

they continue their work without losing data or interrupting work. It handles work by shifting to other machines. 

HDFS manages storage on the cluster by fragmented incoming files into pieces. And these fragmented files are 

called Blocks.  HDFS stores three complete copies of each file by copying each piece to three different. 
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 the cluster is the set of host machines (nodes). Nodes may be partitioned in racks. This is the 

hardware part of the infrastructure. 

 the YARN Infrastructure (Yet Another Resource Negotiator) is the framework responsible for 

providing the computational resources (e.g., CPUs, memory, etc.) needed for application executions. 

Two important elements are: 

o the Resource Manager (one per cluster) is the master. It knows where the slaves are located 

(Rack Awareness) and how many resources they have. It runs several services, the most 

important is the Resource Scheduler which decides how to assign the resources. 

the Node Manager (many per cluster) is the slave of the infrastructure. When it starts, it announces himself to 

the Resource Manager. Periodically, it sends an heartbeat to the Resource Manager. Each Node Manager offers 

some resources to the cluster. Its resource capacity is the amount of memory and the number of vcores. At run-

time, the Resource Scheduler will decide how to use this capacity: a Container is a fraction of the NM capacity 

and it is used by the client for running a program 

 
 

CONCLUSION 
In this survey paper we presented a survey of the current technologies used in the IoT domain,bigdata,cloud 

computing . Currently, this field is in a very nascent stage. The technologies in the core infrastructure layers are 

showing signs of maturity. However, a lot more needs to happen in the areas of IoT applications and 

communication technologies. These fields will definitely mature and impact human life in inconceivable ways 

over the next decade.Through this system reliability, execution is improved and complexity is decresed. In 

future, the challenges are need to be overcome and make way for the even more efficient use of the big data by 

the user on a cloud computing environment. 
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